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**Professional Summary:**

* More than 14.3 years of experience in the information technology and wide range of experience in Storage Administration and DevOps capabilities such as Continuous Integration, Continuous Validation and Continuous Deployments to support IT Enterprise applications on Public Cloud.
* Extensive experience on Azure, AWS.
* Hands on experience on Microsoft Azure and Create a Virtual Network on Windows Azure to connect all the servers.
* Experience Azure Platform Development, Deployment Concepts, hosted Cloud Services, platform service and close interface with Windows Azure Multi - Factor Authentications.
* Experience in Using Terraform to define and provision cloud infrastructure like Networks, Virtual Machines, Cloud Services, and Resource.
* Hands on experience on Microsoft Azure and Create a Virtual Network on Windows Azure to connect all the servers.
* Experience in dealing with Microsoft Azure IaaS/PaaS services like compute Azure Virtual Machines, VNET, Subnets, Network services, SQL Databases, Storages, Azure Active Directory, Monitoring, Resource Groups, Express Route, VPN, DNS, Application Gateways, Auto-Scaling, VM Scale Sets, Load Balancer, Traffic Manager and Cloud Services.
* Expertise in Blob storage and File storage. Configured PaaS services like App service, App service plan. Exposure to SDLC Activities like Agile methodology.
* Implementation and configuring of Azure backup. Adding, removing, or updating user account information, resetting passwords.
* Hands on experience in writing Terraform to deploy, update, and delete multiple resources in Azure
* Hands on experience in creating and maintaining Infrastructure for Applications in Azure Cloud using Terraform. Building & Automating CI/CD pipelines for different applications.
* Experience in Power Shell scripting for automation of technical activities.
* Extensive involvement in Azure Backup, Azure Policies, Azure Key Vault and Tagging.
* Integrated Docker container Orchestration framework using Kubernetes by creating pods, Config Maps, and deployments.
* Hands on experience in AWS with provisioning & resource management and setting up Enterprise infrastructure on Amazon Web Services (AWS).
* Setting up data in AWS using S3 bucket and configuring instance backups to S3 bucket.
* Ability to identify and gather requirements to define a solution to be built and operated on AWS.
* Provisioning of AWS instances with Jenkins plans and Ansible.
* Explicit knowledge on Ansible Playbooks, modules and roles and used them in Azure environments.
* Experience with Ansible Tower to manage Multiple Nodes and Manage Inventory for different Environments.
* Used Kubernetes to deploy scale, load balance, scale and manage docker containers with multiple versions.
* Knowledge and experience in creating Jenkins Pipeline.
* Good experience with monitoring tools like Grafana and Prometheus.
* Experience in Virtualization technologies VMware, Virtual box, Vagrant for creating virtual machines and provisioning environments.
* Implementing security measures within Terraform configurations, including access controls, least privilege principles, and encryption
* Experience in working with Azure IaaS - Virtual Networks, Virtual Machines, Cloud Services, Resource Groups, Express Route, Traffic Manager, VPN, Load Balancing, Application Gateways, and Auto-Scaling. And migrated existing Active Directory and Exchanged users to Microsoft Azure AD using Azure AD Connect, Active Directory Federation Service and DirSync tools.
* Experience in Using Terraform to define and provision cloud infrastructure like Storage accounts, Traffic Manager, VPN, Load Balancing, and Application Gateways.
* Set up a GCP Firewall rules to allow or deny traffic to and from the VM’s instances based on specified configuration and used GCP cloud CDN (content delivery network) to deliver content from GCP cache locations drastically improving user experience and latency.
* Experience in Using Terraform to define and provision cloud infrastructure like Database.
* Energetic and perseverant self-starter with excellent analytical, organizational and problem-solving skills, experienced in environments requiring direct Customer interaction.
* Automating the process of creating, updating, and destroying infrastructure resources through Terraform configuration files, reducing manual intervention and ensuring consistency
* File system creation and management like extension or reduction as per the requirement of the project.
* Experience in Using Terraform to define and provision cloud infrastructure like Database.
* Good Knowledge on Configuration of NFS, FTP, DHCP and Apache server.
* Good Knowledge in EMC Storage, Hitachi Storage and HP storage.
* Good Knowledge in Cisco MDS Switches, Brocade Fabric Switches and Commvault Backup.
* Has experience with the Cloud and monitoring processes as well as DevOps development in Windows Mac and Linux systems.
* Building/maintaining Docker container clusters managed by Kubernetes Linux, Bash, GIT, Docker.
* Well versed in managing source code repositories like SVN, Git, GitHub, bit bucket.
* Extensive experience using MAVEN and ANT as a Build Tool for the building of deployable artifacts (Jar, war & ear) from source code.
* Delivered architecture designs and solutions for public, private and hybrid clouds covering the cloud architecture tiers and portfolios of cloud services.
* Good expertise in implementing PaaS Environment (Using Elastic Bean stalk) and Infra structure as a Code Service using Cloud Formation.
* Worked on software provisioning, configuration management and application deployment using ANSIBLE tool.
* Wrote playbooks in deploying artifacts from Jenkins/S3 bucket to the Tomcat server through Ansible.
* Identifying and resolving issues related to Terraform configurations, state management, and resource provisioning
* Worked on Docker components like Docker Engine, Docker-Hub, Docker-Compose, Docker Registry.
* Expert in various Azure services like Compute (Web Roles, Worker Roles), Caching, Azure SQL, NoSQL, Storage, and Network services, Azure Active Directory (AD), API Management, Scheduling, Azure Auto Scaling, and PowerShell Automation.
* Expertise in creating DevOps strategy in a mix environment of Linux (RHEL, Ubuntu CENTOS) servers and Windows along with Amazon Web Services.
* Expert in deploying the code on web application servers like Web Sphere, Web Logic, Apache Tomcat, JBoss and built micro services using the API gateway.
* Extensive experience in Linux/Unix system Administration, System Builds, Server Builds, Installations, Upgrades, Patches, Migration, Troubleshooting.
* Worked as Kubernetes Administrator, involved in configuration for web apps, Azure App Services, Azure Application Insights, Azure Application Gateway, Azure DNS, Azure traffic manager, App services.
* Strong ability to troubleshoot any issues generated while building, deploying and in production support.
* Building reusable Terraform modules to encapsulate common infrastructure patterns, promoting code reusability across projects

**Technical Skills:**

|  |  |
| --- | --- |
| Cloud Technologies | AWS, Azure |
| Scripting | Python, Bash, PowerShell |
| Version Control | SVN, GIT, GitHub, GitLab |
| Build Tools | Apache, ANT, Maven, Gradle |
| CI/CD Tools | GitHub Actions, Azure Pipelines, Jenkin |
| Config Management | Ansible |
| Infrastructure as Code (IaC) | Terraform |
| Cloud Logging | Azure Monitor, Amazon Cloud Watch |
| Cloud Vault | Azure Key Vault, AWS Secrets Manager |
| Cloud Object Storage | Azure Blob, Amazon S3 |
| Cloud Network | Azure VNet, AWS VPC |
| Cloud Virtual Machine | Virtual Machines, EBS/Azure Disk, Load Balancer |
| Monitoring Tools | Prometheus, Grafana |
| Web Servers | Nginx |
| Cloud IAM | Azure Entra ID, AWS IAM |
| Containerization Tools | AKS, EKS, Kubernetes, Docker, Helm |
| Web/Application Server | Apace Tomcat, WebSphere Application, JBoss |
| Database | MySQL, Mango DB, SQL server and Oracle |
| Operating Systems | Red Hat, Ubuntu, CentOS, Windows Server, Windows |
| Virtualization Tools | VMware vSphere, VMware vCenter, vSphere Client, Virtual Box |
| Network Protocols | HTTP, FTP, SFTP, SMTP, UDP, TCP/IP, Ethernet |
| Bug Tracking Tools | Atlassian JIRA, REMEDY, Service Now |

**Certifications:**

* EMC Information Storage Associate Version 2 (EMCISA).
* Hitachi Data Systems Professional Certification.
* AWS Certified Solutions Architect - Associate.
* Certified Kubernetes Administrator
* Certified Kubernetes Security
* AZ 104 Azure Administration
* Google Cloud Certified – Professional Cloud certified
* HashiCorp Certified: Terraform Associate

**Education:**

* B.E (Electronics and Communications) from Kamban Engineering College, Affiliated ANNA University.

**Professional Experience:**

**Role: Azure DevOps Engineer Sep 2024 – Present**

**Client: GE, USA.**

**Description:**

Engineered end-to-end CI/CD pipelines using Azure DevOps for a major manufacturing client, automating deployments across AKS and managing infrastructure with Terraform and ARM templates. Enhanced production efficiency and system reliability to support scalable, cloud-native manufacturing operations.

**Responsibilities:**

* Spearheaded the implementation of CI/CD pipelines using Azure DevOps, streamlining software delivery processes and reducing deployment time.
* Leveraged Terraform for Infrastructure as Code (IaC) to efficiently provision and manage resources in Azure cloud environment, enhancing scalability and reliability.
* Orchestrated deployments in Azure Kubernetes Service, ensuring seamless integration and optimal performance of containerized applications.
* Developed Marvel dashboards in Kibana for insightful data visualization, facilitating data-driven decision-making and enhancing operational efficiency.
* Implemented automation strategies, including creation of automation accounts for VM management based on CPU utilization, resulting in significant cost savings.
* Collaborated closely with Development and R&D teams as an SRE, bridging the gap between operations and development to ensure alignment with project goals.
* Hands-on experience Designing, planning and implementation for existing on-premise applications to AZURE Cloud
* As part of the IAC, implemented end to end Infrastructure by using Terraform scripts.
* Understood of the business processes through interacting with the client to figure out the gaps of the existing system.
* Can manage the entire cluster, including infrastructure, network, storage, and user access.
* Manages namespaces, projects, and resources. Configures and manages cluster-wide policies.
* Sets up authentication and authorization (RBAC policies).
* Provisioning, Configuration Management and Deployment.
* Implementing security measures within Terraform configurations, including access controls, least privilege principles, and encryption
* Building reusable Terraform modules to encapsulate common infrastructure patterns, promoting code reusability across projects
* Experience in Using Terraform to define and provision cloud infrastructure like Networks, Virtual Machines, Cloud Services, and Resource.
* Experience in Using Terraform to define and provision cloud infrastructure like Storage accounts, Traffic Manager, VPN, Load Balancing, and Application Gateways.
* Integrating Terraform into CI/CD pipelines to automate infrastructure provisioning as part of the deployment process
* Azure container registry service is using to manage the docker images.
* Create new project and customize azure DevOps services as project requirement.
* Expertized in development and release plans design with proper open-source tool and automate the environment to achieve reusability and continues delivery.
* Experience in Windows Azure Services like PaaS, IaaS and worked on storages like Blob (Page and Block), Azure. Well experienced in deployment &amp; configuration management and Virtualization.
* Used Docker for setting Azure Container Registry with Docker and Docker-compose and actively involved
* Used Azure Kubernetes service to deploy a managed Kubernetes cluster in Azure and created an AKS cluster in the Azure portal, with the Azure CLI, also used template driven deployment options such as Resource Manager Templates and the terraform.

**Client: Baker Hughes (GE), India April 2020 – August 2024**

**Role: Solution Lead | Tech Mahindra**

**Description:**

Served as Solution Lead for an Azure DevOps transformation project for a leading oil & gas enterprise, driving CI/CD pipeline automation, AKS-based deployments, and infrastructure provisioning with Terraform and ARM templates. Enabled secure, scalable, and compliant cloud solutions to support real-time data processing and operational efficiency in exploration and production systems.

**Responsibilities:**

* Designed, Planed and created Azure virtual machines, Implemented and managed virtual networking within Azure and connect to on-premises environments.
* Worked on Server less services (Azure Functions) created and configured HTTP Triggers in the Azure Functions with Application insights for monitoring and performing load testing on the Application s using the VSTS.
* Configured VMs availability sets using Azure portal to provide resiliency for IaaS based solution and scale sets using Azure Resource Manager to manage network traffic.
* Integrated Kubernetes with network, storage, and security to provide comprehensive infrastructure and orchestrated container across multiple hosts.
* Configured Kubernetes Replication controllers to allow multiple pods such as Jenkins master server in multiple minions.
* Implementing security measures within Terraform configurations, including access controls, least privilege principles, and encryption
* Building reusable Terraform modules to encapsulate common infrastructure patterns, promoting code reusability across projects
* Experience in Using Terraform to define and provision cloud infrastructure like Networks, Virtual Machines, Cloud Services, and Resource.
* Experience in Using Terraform to define and provision cloud infrastructure like Storage accounts, Traffic Manager, VPN, Load Balancing, and Application Gateways.
* Integrating Terraform into CI/CD pipelines to automate infrastructure provisioning as part of the deployment process using GitHub.
* Writing clean, maintainable, and well-documented Terraform code, adhering to best practices for version control and code review in Azure Repo.
* Automating the process of creating, updating, and destroying infrastructure resources through Terraform configuration files, reducing manual intervention and ensuring consistency.
* Managed Kubernetes charts using Helm, managed Kubernetes manifest files and created reproducible builds of the Kubernetes application.
* Worked with playbooks, tasks, roles, facts and templates for VAR files and configured files by conditions by keeping dynamic values and triggering YML files in Ansible.
* Designed the Release Plans while coordinating with Stake Holders including Project
* Can create, deploy, and manage application containers, and handle builds and deployments.
* Collaborates with other team members to ensure applications are deployed correctly. Can access and manage the resources within their assigned projects.
* Expertized in development and release plans design with proper opensource tool and automate the environment to achieve reusability and continues delivery.
* Provisioning, Configuration Management and Deployment.
* Leveraged Open Shift’s integrated monitoring tools (Prometheus, Grafana, and ELK stack) to monitor the health and performance of applications and clusters.
* Good exposure of agile development methodology in designing and implementation of Continuous Integration and Delivery (CI/CD) methodology by using GHA Pipelines.
* Extensively worked on the central workflows which are using across the organization to ensure the automation of workflows.
* JFrog is using for managing the artifacts to have a solution for Artifactory while deployments.
* Azure container registry service is using to manage the docker images.
* Create new project and customize azure DevOps services as project requirement.
* Experience in Deployment of Active Directory in a multi-domain, multi-forest environment.
* Worked on infrastructure with Docker containerization and maintained Docker Images and containers. Hands on experience on Microsoft Azure and Create a Virtual Network on Windows Azure to connect all the servers.
* Experience Azure Platform Development, Deployment Concepts, hosted Cloud Services, platform service and close interface with Windows Azure Multi - Factor Authentications.
* Experience in deployment, monitoring and provisioning Microsoft Azure.
* Hands on experience on Microsoft Azure and Create a Virtual Network on Windows Azure to connect all the servers.
* Experience in working with Azure IaaS - Virtual Networks, Virtual Machines, Cloud Services, Resource Groups, Express Route, Traffic Manager, VPN, Load Balancing, Application Gateways, and Auto-Scaling. And migrated existing Active Directory and Exchanged users to Microsoft Azure AD using Azure AD Connect, Active Directory Federation Service and DirSync tools.

**Client: NAB (National Australia Bank), Australia Dec 2015 – March 2020**

**Role: Technical Lead | Tech Mahindra**

**Description:**

Led a team in architecting and delivering secure CI/CD pipelines using Azure DevOps for a top-tier banking institution, enabling automated deployments to Azure Kubernetes Service (AKS). Oversaw infrastructure provisioning with Terraform and ARM templates, ensuring compliance, high availability, and efficient delivery of core banking applications.

**Responsibilities:**

* Using Azure DevOps Designed, implemented, and maintained Azure Pipelines for CI/CD processes, reducing deployment time and enhancing development team productivity.
* Collaborate with development teams to integrate AKS into continuous integration and continuous deployment (CI/CD) pipelines, automating application deployment and updates.
* Responsible for provisioning, configuring, and overseeing Azure Kubernetes Service (AKS) clusters, ensuring they are well-maintained and optimized.
* Introduced Kubernetes, OpenShift, and Helm charts/packages for container management, revolutionizing deployment processes and enabling more streamlined and efficient releases. Demonstrated proficiency in creating, managing, and optimizing Docker containers for a wide range of applications, ensuring consistency and portability across deployment environments.
* Using Azure Cloud ensure efficient budget utilization by monitoring and optimizing Azure costs through the use of Azure Cost Management and Azure Budgets.
* Led cross-functional teams and coordinated onshore-offshore collaboration, ensuring efficient project delivery.
* Develop scripts to manage data transformations and aggregations, ensuring they meet functional and non-functional business requirements.
* Design end-to-end data pipelines in Azure Data Factory to orchestrate data movement, transformation, and processing.
* Designed solutions that aligned with both functional and non-functional requirements, optimizing performance and scalability.
* Leveraged Azure Data Factory to orchestrate complex data workflows, integrating data from various sources and destinations efficiently.
* Set up CI pipelines to trigger builds automatically on code commits for both .NET and Angular codebases.
* Collaborate with data engineers, data scientists, and business analysts to design and implement data solutions using Azure Data Factory.
* Demonstrated expertise in configuring data transformations, data movement activities, and scheduling jobs within Azure Data Factory.
* Demonstrated expertise in designing and implementing data solutions leveraging Azure SQL DB and Synapse Analytics to meet scalability, reliability, and performance requirements.
* Collaborated with cross-functional teams to design, implement, and maintain data solutions using Azure services, fostering a culture of collaboration and innovation.
* Advanced knowledge of Azure SQL Database and Synapse Analytics, including data modeling, querying, optimization, and performance tuning.
* Created ADF pipelines to migrate the on-prem data to Azure Cloud.
* Manage Azure virtual networks, subnets, VPN connections, and network security groups, facilitating data traffic and ensuring network security.
* Configured cloud services using Terraform, Ansible, and YAML, defining and managing cloud resources effectively.
* Maintain the consistency and maintainability of existing applications by creating and enforcing standards and procedures for the implementation of technical solutions.
* Managed security, conducted vulnerability assessments, and monitored system performance using tools like Grafana, Dynatrace, Splunk, Azure Monitor, and ELK.
* Collaborated with cross-functional teams to align technical efforts with business requirements, ensuring efficient operations and proactive issue resolution.
* Managed Azure/AWS infrastructure resources, including virtual machines, databases, storage accounts, networking, API GW, and security configurations to fostering reliable and efficient operations.
* Lead and manage the implementation Written Templates for Azure Infrastructure as code using Terraform to build staging and production environments. Integrated Azure Log Analytics with Azure VMs for monitoring the log files, store them and track metrics and used Terraform as a tool.

**Client: AT&T, India June 2010 – Nov 2015**

**Role: Senior Infrastructure Management Associate | Tech Mahindra**

**Description:**

* Managed a complex multi-petabyte (200 PB) SAN storage environment for a leading telecommunications provider, consisting of EMC Symmetrix DMX/VMAX, Hitachi VSP/USP/AMS arrays, and HPXP series.
* Led daily SAN troubleshooting, resolved path, mapping, mask, and port issues via SAN SCREEN, and ensured timely closure of SRTs within SLA. Oversaw critical migrations, including Frame-to-Frame Hitachi migrations and decommissioning of end-of-life storage systems.
* Optimized performance using Hitachi Tuning Manager (HTNM), HTSM, and Dynamic Link Manager (HDLM), while monitoring storage health, performing code upgrades, and managing SRDF configurations. Coordinated disaster recovery (DR) tests, ensured proper storage allocation and reclamation.
* Provided 24x7 on-call support, guaranteeing high availability and seamless operation of critical telecommunications infrastructure.